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1. What 2 things do you look for to make sure a site is secure? 

2. Explain what https address is and what happens when someone tries to 

hack it. 

3. Explain what a security symbol is and what it indicates? 

4. Explain what 2 things an SSL certificate does.  

5. How can you access the SSL certificate? 

6. What information is included on the SSL certificate? 

7. Explain what phishing is? 

8. What safety precautions should you use when online shopping to avoid 

fraud? 

9. Why should you always use a credit card instead of a debit card when 

shopping online? 

10. What is a safe alternative to paying with a credit card? 

11. Explain what a private browsing history is. 

12. Explain why you should be careful when using the back button while 

shopping online. 
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